
PICUS SECURITY INC. 
PERSONAL DATA PROTECTION LAW APPLICATION FORM 

GENERAL EXPLANATIONS 
In the Personal Data Protection Law No. 6698 ("PDPL") to the real persons ("Applicant") whose 
personal data are processed as the relevant person, in accordance with art. 11 of PDPL, the right 
to make certain requests regarding the processing of personal data has been granted. 
In accordance with PDPL art. 13/1; the applications that is related to these rights must be 
submitted to Picus Security Inc. ("Picus") in writing or with other methods determined by the 
Personal Data Protection Board. The applications to be made to Picus in writing within this 
framework, will be performed by printing out of the Application Form and can be forwarded to our 
company; with (i) personal application of the Applicant, (ii) through the Notary Public, or (iii) by the 
Applicant, with a secure electronic signature as defined in the Electronic Signature Law No. 5070, 
sent by the registered mail of the Company. 
Below, information is given about the written application channels regarding how the written 
applications will be delivered to us. 

In this context, applications originating from Article 11 of the Law are made in the below mentioned 
forms and to addresses via the Application Form below. Applications submitted to us are will be 
answered free of charge within 30 days at the latest according to article 13 of PDPL. Our 
responses will be delivered to you in writing or electronically, in accordance with Article 13 of 
PDPL. 

Application methods The addresses where 
application can be made

The applicant, can apply by filling out the 
Application Form with the necessary information 
and documents that is required to determine his/her 
identity by coming to the address of Picus Security 
Inc.

The applicant, him/herself or by a Proxy who is 
authorized to represent, can apply by filling out the 
Application Form and sending it to the address of 
Picus Security Inc. through notary or certified mail.

The applicant can apply with an electronic mail 
registered with a secure electronic signature.



PICUS SECURITY INC. 
PERSONAL DATA PROTECTION LAW APPLICATION FORM 

This Application Form has been prepared in order to determine your relationship with Picus and 
your personal data that is processed by Picus and to respond to your application accurately and on 
time. Our Company reserves the right to request additional documents and information (copy of 
identity card or driver's license, etc.) in order to eliminate the legal risks that may arise from illegal 
and unfair data sharing and especially to ensure the security of your personal data. In the event 
that the information regarding your requests that you submit within the scope of the Application 
Form is not correct and up-to-date or an unauthorized application is made, our Company does not 
accept any liability for such wrong information or requests arising from unauthorized application. 

Name and Surname :

Turkish ID No:

Notification Adress:

Notification E-mail:

Tel No :

Relationship with Picus 
:

☐ Customer ☐ Business partner ☐ Employee   

☐ Employee Candidate ☐ Visitor ☐ Former Employee   

☐ Third Party Company Employee ☐ Other: …………………………

Request Subject in the 
scope of PDPL:

☐ I want to know if my personal data is processed. 

☐ I request information regarding the processing of my personal 
data. 
☐ I want to find out whether my personal data is used for its intended 
purpose. 
☐ I want to learn the third parties to whom my personal data is 
transferred. 
☐ I want my personal data to be corrected. 

☐ I want my personal data to be deleted or destroyed. 

☐ I request that the third parties to whom my data has been 
transferred to be notified that my personal data has been corrected or 
deleted.

Request in the scope of 
PDPL:

Reply Preference : ☐ with mail. ☐ with e-mail. 

Applicant’s Name and Surname:

Application Date  :

Signature   :
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